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Article 1:

Think about your life before the Internet. While the thought may evoke nostalgia
for a simpler ttme, most of us can hardly imagine our lives without this technologreal
wonder. It is fast becoming the first stop for shopping, planning a trip, or doing
rescarch, Now imagine that yvou have a physical impairment that prevents you from
operating your computer software programs by using a mouse and that you want o
review information about a drug prescribed for your young daughter on the Internet.
You find the relevant Website, but you can only access information on the site by
using a mouse. Unfess you have someone nearby to manipulate the mouse, you and
your daughter are out of luck. This is just one example of the difficnlties faced each
day by the disabled in using the Internet.

Other disability groups that ofien encounter inaccessible Websites are the blind,
the deaf, and the Iearning disabled. The blind are unable to access untabeled graphic
images, text formatted in complex ways, Java applets, and video clips. The deaf are
unable to use those portions of a Website that provide information solely in an audio
format. Those with certain types of learning disabilities may be unable to process
large amounis of text information without the use of assistive technology.

As people bacome increasingly reliant on the Internet, accessibility issues will
certainly play an important part in the Intemet's development. According to the
National Center for the Dissemination of Dis@bility Research, approximately 34
million people with disabilities live in the United States. This pumber continues to
grow as the baby boomer population ages. With these large numbers, the economic
and moral imperatives in making the Internet accessible become clear. Yet many
companies today either choose to disregard the issue of accessibility or simply forget
to consider the disabled when designing and updating their Websites.

{Maryiand Bar Journal, November/December, 2000, T. Fleischaker)

Article 2:

As we enter an era where good employment oppottunities rely on good computer
skills, the digital divide takes on increasing social ramifications. The division between
the digital have and have-rois is not only one of economic status, but splits along
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social lines, as well. At a time when women are becoming more and more of a
presence in the American workforce, they also run a greater risk of being shut out of
the digttal fiture. Part of the problem is the computer technology indusiry, a field in
which men vastly ontnumber woinen. However, the problem also exists in the schools
themselves, In the ways that girls are taught to understand-or not undesstand- the role
of technology in their lives. It took specific legislation to ensure that young women
could have equal access to coaches, fields, and sports equipment in school. The access
to technology and training for girls in no less important and the limits on it no less
pronounced. In fact, girls may be af a technological disadvantage long before they
ever graduaie from high school and enter the job market.

{Digital Divide, Computer and Our Children’s Future, D.B. Bolt & R.A X. Crawford)

Article 3:

‘Home computer use and Internet access have imcreased sharply in many
countries, but a survey released today showed a yawning “digital divide” between
developed and developing nattons was barely closing,  (Andrew Wong/Reuters)

“It's still not an equal world.,. there are hig and even growing gaps across
countries in both personal compuier ownership and Intemet access...a tremendous
inequality in being wired,” said Tom Miller of marketing research firm Roper Starch
Worldwide, who directed the study.

Mikller said the top country for Internet use was Singapore with half (50
percentage points) of respondents saying they had gone online m the past 30 days.
The United States was second on 44 percentage poimts, but given its much larger
population, it had more actual Internet users than the small Southeast Asian island
republic.

Indonesia was at the bottom of the 30-nation group on Internet use at three
percentage points.

Regionally, North Americans were still more likely however, than people in
other regions to have used the Intemet in the past 30 days (41 percentage points), up
12 poinis since 1998,
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Next was Developed Asia (32 points), up 10, trailed by Western Europe (23
points), up 8; and Latin America {11), Eastern Evzope (11) and Developing Asia (10),
¢ach up four points.

Other highlights of the survey:
= On levels of PC ownership, half of North Americans (51 percentage points) own
PCs, an eight-point gain over 1998, second only o developed countries of Asia.

w Latin America was third with almost three in 10 owning PC’s, an increase of seven
percentage points. Wesiern Europe and developing nations of Asia were tied in fourth
place at 17 percentage points, an increase in each region of four points,

w At a couniry level, Turkey’s Internet use has grown fastest, up 14 points to 19.

u Internei use in the United States rose 13 points since 1998.

» Crermany also boosted its use by 13 points to 23; Korea (25 points) was np 12, and
Taiwan {(27) scored an 11-point gain. Australia {43), Japan {22) and France {16) were
each up 10 points. B

(Closing in on the Digital Divide: Home PC Use Rises, Global Digitat Gap Remains)

L @k AR AR T - & A digital divide”(10%) > ERMRAL
(10%;} -
2. W of “closing the digital divide™ 3 3 4549 A - (15%%)



hHREE  PEEESEA R (B EETEREE e,
R gl 5T 5 I0mm 4 m oempate [aws

— >~ Bk Statement A M statement B- ¥ 12 T # %% - (35%)

Statement A

*WE
%ﬁhﬂﬁmm#ﬁﬁﬁﬁumﬁh*%ﬁﬁ#ﬁ$£iﬁﬁ*ﬂﬂmﬁ
%ﬁ!*ﬂﬁi%%&ﬁﬁii#’iﬂﬁﬁiﬁ#&ﬂﬁﬁﬁliﬁﬁiﬁ
f“i#ﬁﬁﬁﬁﬂﬂﬁj%iii=ﬁ£$?&%ﬁﬁfﬁ*ﬁ&ﬂ%fﬁ%
iﬁﬁiFi&ﬁﬁ$k&ﬂﬁﬁkiﬁﬁitﬁhrhiﬁﬁéﬂﬁﬁiﬁ&
$ﬂ=ﬁﬂﬂ§%mﬁ%ﬁtﬂ§&#%=J

R -SLadrfHg

— ~EHH B

l#ﬁ#%#ﬁ?ﬁﬂ%éﬁﬁ&ﬁﬁrﬁﬁtxtﬁmfﬁiﬁﬁﬁmﬁ
ﬂmﬁithﬁﬁﬁ%ﬁ&ﬁ££=Eﬁ#%%&i%ﬁf%v%%&%ﬁﬁﬁ
%ﬁmﬁﬁﬂﬁﬂﬁﬁﬁﬂiﬁmiri%mﬁﬁiimﬁﬁﬁaﬁﬁﬂﬂﬂ
h=&%¥*£*ﬁﬂﬁ$ﬂﬁ&@ﬂﬁéirﬁﬁﬁ#ﬂﬁH#%}*Wﬂ
AARMES RIRABMZIRRE (RBCVEL S RO R LARGH) - &
%:ﬁ&i#ai&ﬂﬁﬂﬁ~£$ﬁ*iz§ﬁfﬁﬁ¢&¥ﬂmiiﬂmi
SHRB B H -

i&ﬁﬁ&?ﬁmﬂﬁ~ﬁ¥i$$ﬁ&ﬁﬁﬁit$ﬂﬁ¥*kﬁﬁﬂﬂ
migiﬁﬁi&tﬂ#ﬁrﬁ&#&iﬁﬁﬁliﬂﬁiﬁfni%ﬁﬁﬁ#
#ﬁ&taiﬁvﬁiﬂﬁﬁﬁ%z*ﬁ*ﬁwmﬁaﬁmiﬁéﬁ&ﬁﬁﬁﬁ
BRI LBEANSEIRARLER Bt BES -

= $3-F 1

i%ﬁﬁﬂﬁﬁﬁkﬁﬁfﬁ#ﬁﬁﬁ%%f’ﬁmﬁi*i%’ﬁﬁﬁﬁ
ﬁhlﬁ$iﬁ?’ﬁﬁtﬁﬁlﬁﬁﬁ=ﬁﬂﬁﬂﬁiﬁ%*ﬁﬁl&iﬁﬁ
ﬁﬁﬂ:mﬁﬁﬁzﬂﬂ~H#~&ﬁ%ﬁ*%&k%#¢$ﬁi=ﬁ¢£&ﬁ
& o



NABEE_ ppamte % (HT) RN RLEESE
Y 3ic BEr 0704 WEE  OH SRR (EER) AEE

=~ ANEE

SHABRERRRES 2L E B AAHESHMBMENF LS BT AC
GRARE ALANEFRAE  pHAFAREESAESRAZEM > ML
BHEEREROBEFER -

ABFHEXRTRFEERLAER - ARBARFIRSZER - HRT LS
ERENEBEFS w B A RTAEARREARBAEME - R
$ARELARZRY S HPBETRECHAEZRE - £ HHRAT
FEEHTAEAREER >4 i BELE - HEXHBTENEN
¥ B ENBER  TRMBEYZRE  AHELEET (LR CAE)
zARBREFE BRI BHES (PEEACERE) s NEBRzEFO WAL
W2 XN - FLTHALHAR YRR T TEI A2 E S
REERTEARZHE -

v ~ g
EMABTREPREEFIGE2GHEH > BARERY -

L-AREENEG
BRUSBE AN IR ENTESLE S0 LR BARZLEE W
ﬂ*Eﬁm&ﬂﬁﬁﬂ$ﬁﬁﬂﬁﬁ=ﬁi%ﬁﬁﬁiﬁ?=i&ﬂﬁﬂﬁ&ﬁ
Wi Lz 3N B BLER AR EEF » RS TRt tr
wEtE - FERRASA R M RS ABZ&Y (rennin) RRAEFHY
2 B8 HEEARELrenin ZHEERETNY  SEHEN @ P - BT
Fivh te Btk renin » 8 37 F 4 50%2 renin e dy s A5k 0 BB RIED
FPHR/EEMS LT RR -
ARAHERGREABRBEBHTEE " BERLTRB2 T % AR
EURAMFEINEIIHABRESLZIERTS -
(Cite from:www.trade.gov.tw/impt_issue/immpt_index.xhm}



ATBEE_ sisegmim # (A1) AR ERESS
R gt STz WeEm B R mamE [aEe] s

Statement B

Genetic engineering creates whole new life forms - completely unmatural - yet it
refuses to acknowledge that the risks involved in releasing them are huge. All over the
world when non-indigenous species have been introduced into new envirenments they
have cansed long term damage. We kmow that changing one ¢lement of the
environment sets off a domino effect of cascading changes throughout entire
eco-systems. Yet industry maintains that it's foreign species will not cause

They're alive....
that means that gepetically engimeered organisms can mutate, multiply, breed
with other living things and go on breeding for generations to come.

They're vnstable....

it's nonsense to think that genetic engineering is a precise science. There are
literally millions of genes in a living organism and they don't just work on a2 "one gene,
one trait" system. Genes are complex and work together to perform certain functions.
Many of the trials conducied on genetically engineered organisms have gone badly
wrong- cotton crops, designed to fight off insects, were still devoused. Thousands of
hectares of the crop were lost with an estimated $1 billion worth of damage; A
bacteria genetically altered to make it clean up soil polluted by a chemical herbicide
worked on the herbicide, but killed crucial soil fungi, putting basic soil fertility at risk.

They pose visks to haman health....

Never before have genes from bacleria, rats, or scorpions, to name a few, been
patt of the human diet. Yet tests on the safety of new foods containing strange genes
have been tetrifyingly inadequate, Tests have focused more on limited field trials and
not on the impact on buman health and the environment. Governments have expressed
fears, for example, that crops containing an ampicillin resistance gene could |
undermine the treatment of human and animal disease. Ampicillin is one of our most
important antibiotics. Its feared the resistance gene could spread to harmful bacteria -
making them immune to this vital treatment, Allergies could also increase. Many
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people are aHergic 10 food plants because of proteins produced by the plant as a
defence against diseases and pests. Since genetically engineered plants are
specifically designed to produce increased quantities of these proteins, the risk of
allergtes 1s also increased.

They could change the environment irreversibly....

We could be releasing "biological pollutanis” into the environment which are
even mofe damaging than chemical pollutants. Because they are alive, genetically
engineered crops may end up spreading their genes to related plants growing around
thern. Pesticide resistance genes could turn weeds into super weeds, and insects into
super bugs - both difficult to control without massive use of chemicals. Crops
developed to produce their own insecticide could end vp killing harmiess birds and
butterflies. It is also naive in the extteme to believe, as indusiry suggests, that
genetically engineered crops will stay confined to the agricultural field they are grown
in; or that genetically engineered fish will stay in the pens where they are bred
without spreading further into the environment.

(Genetic Engineering: A Costly Risk ,Greenpeace Intermational, February 1997 )
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The convenience and pervasiveness of e-mail communication on office
computers leaves employers with an easily monitored digital record. 'With the
increase in workplace technologics, both employers and employees are wrestling with
the balance of e-mail privacy expectations and the need for secure, productive work
habits. Although many companies have established policies that vaguely warn
against personal use of e-mail accounts, compiled dossiers of their e-mail activiizes
are surprising a growing aumber of workers.

Recent cases have held that employers have a nght to search an employee’s
e-mail. Some have held that the employer must give the employee notice; however,
the major case in this area has held that notice was not needed because the e-mail was
on the equipment or property of the employer. Employers are now using e-mail
monitors or scanning programs in order to monitor their employees’ e-mail usage.
This e-mail dilemma is not only being faced by U.S, employers; on October 24, 2000,
the new Regulation of Investigatory Powers Act went into effect in Great Britain. This
new regulation permits employers to monitor staff phone calls, e-mails and Internet
aciivity without consent, and demonstraies that e-mail issues have become a global
technology problem.

Employers Have a Right to Search E-mail

E-mail privacy cases have started cropping up around the country. Employees
ate arguing that their privacy is being invaded by employers without adequate notice.
Although the case law is very murky in this area, employers generally are gven wide
discretion on how to regulate their Internet and e-mail services. In recent cases, state
courts have niled that, even without notice, employers have a right to search e-mail.

Employers argue that an employes is at work to do work and that they
{employers) have a legitimate inferest in their worker's performance. Privacy
advocates claim that companies should not be moniioring their employees unless they
have proof that the employes is failing to compiete his or her work or is misasing
COMpany JesOUICes.

Several states, including California, Illinois, and Massachusetts, are developing
legislation to limit an employer’s ability to read workers' e-mail without his or her
knowledee or without good cause.
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Smyth v. Pillsbury Company

Smyth v. Pillsbury is the largest case to date pertaining 0 e-mail privacy. A
United States District Court in Pennsylvania ruled that the Pillsbury Company did not
have to notify Mr. Smyth that his e-mails would be examined. The court reasoned that
since # was Pillsbury’s equipment, the company was entitled to examine its contents.
Smyth received certain electronic messages on his home compater from his
supetvisor over the company e-mail system. He then exchanged e-mail that contained
offensive references and threats concemning the company’s sales management,
Specifically, Smyth’s e-mail derided the company’s sales management team and
referred to 2 holiday office party as the "Jim Jones Kool-Aid affair." Company
executives saw a printout of that message, then read all of his ¢-mail messages and
terminated him for "inappropriate and unprofessional comments™ over the company
system. Smyth proved that the company had repeatedly assured employees that all
e-mail would remain confidential and privileged.

New York Times

E-muail privacy issaes have occurred at many well-known companies and
employees are being fired over those funny little forwards that mapy of us send out
cach momming. On November 30, 1999, the New York Times Co. fired 23 employees
who were accused of contributing to a hostile work environment because they
repeatedly traded unsavory batches of unsolicited personal e-mail messages that
contained chirty jokes and nude pictures. The New York Times also reprimanded
several more employees who had simply received the offensive e-mail and then
deleted it. Those workers were punished for Failing to alért management to the
offending e-mail messages, a direct viclation of company policy.
E-mail Monitors

E-mail monitors are programs that are used by employers to scan the e-mail of
employees. While critics say this is a violation of an employee’s privacy, employers
respond that this measure is needed o monttor worker productivity, as well as protect
against potential sexual harassment incidents. Employers feel they need to protect
themselves and their companies.

E-mail security programs are increasingly being used by employers fo
continiously scan employee e-mail for key word=, One such program is called
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MailMarshal. Another product, Spector, can take snapshots of employees’ compuier
monitors, rendering encryption and other privacy tools ineffective. Employers have
the ability to scan e-mails for such things as vnusvally karge file sizes, confidentiai
information or inappropriate words.

A recent Seattle Times survey noted that more than 73% of large U.S. corapanies
record and review phone calls, e-mail, Internet connections and computer files. Some
predict that within the next year that figure will rise to 80%. A recent ACLU study
estimates that more than 20 million workers have their e-mail, computer files or voice
mail messages searched by employers.

As e-mail becomes a utility of the modam wotkplace, clashes are bound 1o
escalate.
(Emplovers and E-mail:  Where to Draw the Line, The Internet Law Journalf Published: Dec. 26,

2000 by Jetfrey Bartow)

1. Please itentify the conflicting considerations discussed in this article in
English.(10%)

2. How to balance the conflicéing considerations identified in question 1 in
English.(20%)



